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Introduction  

 
In this time where Blockchain and Cryptocurrency  is the global focus, Financial Technology (FinTech) created 

innovation and value added through ICT (Information and Communication Technology). ICT goes against 

traditional practice to innovate services by defending against hackers and strengthening the sy stemŚs 

transparency, stability and efficiency.  izblocks improves convenience of the user through  various 

authentication methods, security technology  and is the leader in Blockchain Decentralization, which means 

the data is distributed through peer -to-peer network instead of being held centrally.  

 

Kaiser Security System lessens the damage for investors being affected from big security incidents and the 

dangers of exchange hack.  There is an increase in demand for exchange security services among users to 

protect their private keys and prevent hackers from hacking their accounts. BizblocksŚ mission is to find an 

alternative safe method in protecting personal assets since a private key cannot be entrusted in a PC or 

Smartphone, where it is vulnerable to hackers .   

 

    

Aiser platform is composed of Aiserchain and DApp chain . Aiserchain is hybrid -type blockchain and private 

blockchain and public blockchain are combined. The private blockchain supports fast speed for the payment 

and P2P transaction to meet needs o f the user and the public blockchain secures integrity and credibility. 

Also it developed Back -hardware Security Module of security solution combined in private blockchain to 

solve the security problems of private blockchain which is applied to the patent.  DApp chains use API of 

Aiserchain and guarantee the easy DApp development  and safety. It is possible to compose unique chains 

using API/SDK.  These chains not only execute binary developed previously in DApp chains through 

Migration but also secure the fa st speed of Aiserchain and safety of BSM. DApp chains help to provide goo 

development circumstances for the developers and to provide various DApps for the users to support 

platform actual use and vitalization .     

 

This report introduces Bizblocks project s on chapter 1 and explains hardware security system on chapter 2. It 

first refers to the importance of hardware wallet due to the risk of cryptocurrency exchange hacking and 

then compares and analyzes Kaiser Wallet with current usb -type hardware wallet and finally introduces 

convenient and highly secure Kaiser Wallet. Also, the core of Kaiser security product, Kaiser PayBanC which 

keeps up with Security Zone (execution digital signature only inside) advantages in security of wallet along 

with can be used any circumstances through Kaiser App. without device  will be introduced.   Chapter 3 

explains Bizblocks chain, Aiserchain and DApp in order describing Aiser platform, while chapter 4 deals with 

the processes and features of Kaiser DEX, decentralized exchange. The final chapter 5 mentions strategy for 

the coin value rising and businesses using blcokchain and concludes referring to the road partners and 

Bizblocks have gone through.    
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1. Bizblocks Project  

 
 

 

 

Bizblocks has made up line -up by develop ing PayBanC that improved portability, security and compatibility 

starting with Kaiser Wallet, hardware wallet has EAL6+ security authentication of CC* top class (Joint 

Assessment Criteria). At the center of the project is Aiser chain with the hardware security technology of 

Bizblocks and DApp chain, application of API of Aiserchain  guarantees easy of DApp development and safety. 

Also, Aiserchain integrated Kaiser DEX, decentralized exchange of Kaiser into relevant blockchain and 

activated all coin transactions including Kaiser coin. In addition, DEX works with Bizblocks Ś platform business 

and expands services in order to use actually and conveniently through payment system (POS and app 

payment). Patent-pending BSM of Aiserchai n enhances the security in private chain and PayBanC, Kaiser 

security system, which is applicable to each platform can store assets safely against hacking. It establishes 

not only security but also circumstances possible to authenticate at fast speed so th at increases service 

satisfaction of actual users but also is easy to develop business with wide applicable usage using API/SDK.  

 



 

8 

2. Kaiser Hardware Security System  

Kaiser Wallet  

Hardware Wallet Market , Cryptocurrency Exchange Issues 

 
<Status of Cryptocurrency Exchange Hack Incident>  

Number  Country  
major crytocurrency exchange hack  

 Exchange Loss 

1 Japan Coincheck $ 534 Million  

2 Japan MountCox  $ 460 Million  

3 Italy Bitgrail  $ 195 Million  

4 Hongkong  Bitfinex $ 72 Million  

5 South Korea Coinrail $ 40 Million  

6 South Korea Bithum $ 30 Million  

7 Israel Bancor $ 24 Million  

ɂ the loss amount : based on the  date a hack incident  happened 

 

There have been the series of record -setting hacks by new kinds of financial crime  in crypto  exchange and 

the damage  of hacking  is as large as 500 billion won . The coins that were hacked were stored in an online 

wallet (Hot Wallet). Online Wallet  is a storage that is connected with the network. Users use the online wallet 

because the crypto exchange is rea sonable, easy to manage and is capable of real -time money transfers.  

 

However, there is a disadvantage that the online wallet stores personal assets online where it is vulnerable to 

hackers. Therefore, if oneŚs crypto currency is stored in the Crypto exch ange, it allows anybody to look 

throu gh oneŚs wallet.   

 

Cold Wallet was born as a solution to online walletŚs downfall. Cold Wallet is offline, where the private key is 

stored outside of the network. In other words, cold wallet is stored like a regular cr edit card or real money 

and it lessens the dangers of being hacked since it is not connected to the internet.  

 

Users are relatively low, e ven though the cold wallet has better security, because of the inconvenience in 

using this wa llet. BizblockŚs Kaiser Wallet is protected from various kinds of external hacking such as Didos, 

Phishing, and Farming , and it  represents the next generation of hardware wallet because it is the solution to 

current hard  wallet issues.   
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Other Hard ware  Wallet s vs Kaiser Wallet  

other competitors  Kaiser Wallet   

 

 

 

 

 

  

 

Strengthen Security Technology  

Hardware Algorithm, Smart OTP system real -time 

authentication strengthens the security. Blockchain 

authentication makes changes impossible.  

  

 

Convenient Authentication  System 

Compared to the complicated authentication process in 

device forms, Kaiser wallet can authenticate through a 

Tag or Touch.  

 

  

Avoid PC Usage  

Compared to the other USB hard wallets, Kaiser wallet 

does not need to use the PC to transfer currency.  

  

After Care Not Needed  

Unlike the USB form, it  does not  take time to repair. 

However, Kaiser wallet uses firmware and i f the IC Chip 

is damaged, another  card can be used to replace right 

away.  

 

  

Semi-permanent Usage  

Since Kaiser Wallet is a card form, it does not need 

charging. Semi-permanent usage  

  

 

Rapidly  Supply to Market demand   

Kaiser Wallet can be rapidly produced and supplied in 

various styles.  

  

 

Competitive Price  

40% less than the hard wallet in the market  

 

 



 

10 

IC Chip Card  

IC Chip Card (Secure Element)  

IC Chip Card is an electronic card that has the IC Chip attached and looks just like a regular credit card. The 

IC Chip on the card has 8 Byte or 32 Byte MPU, COS and EEPROM for secure storage. In other words, there 

is a small computer inside the card.  

The current magnetic card has security issues like key damage and card infringement. On the other hand, IC 

Chip Card is the next card of the century because itŚs impossible to copy and the shape of the card is makes 

it hard to damage.  

 

The IC Chip can be di vided into 4 kinds: Contact, Contactless, Hybrid and Combi (Combination). Kaiser wallet 

uses the combination card. The Combination Card interacts with both the contact and the contactless. If the 

combination card is used, one is able to use the shared appl ication (Chip operating system, same key and 

password) and bring the joint benefits and reap the benefits of both contact and contactless cards.   

 

Kaiser wallet uses the contactless communication NFC to share data with the smartphone. However, NFC is 

not only used. If contacted with a contact leader, this could also be used to communicate.  

 

IC Chip that was used in Kaiser Wallet is the top grade,  CC - EAL6+ (Semiformally Verified Design and 

Tested) certified.  

 

EAL: Common Criteria Security Evaluation, International Standard  
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IC Chip  Phys ica l  Architecture  

The IC Chip consists of an  OS(Operating 

System) read by the ROM (Read Only 

Memory) an EEPROM(Electrically Erasable 

Programmable Read-Only Memory) where 

the developer can load the program with 

electrical stimulation,  a RAM(Random 

Access Memory) loaded when operated,  

an I/O  System(Input /  Output  System) 

controlling the input and output of the 

chip and  finally  a CPU(Central Processing 

Unit)controll ing everything.  When the 

electrical power is supplied to the tag, the 

OS on the ROM gets loaded on to the RAM and starts to boot. When the booting is complete, the program 

on the EEPROM is loaded on to the Ram to fulfill the purpose of the program. This proces s can differ 

depending on the size, specifications and composition of the hardware.  

 

 

 

 

 

 

IC Chip  Log ica l  Architecture  

A Card OS is an ultra light  OS. It creates 

environments for the functions stated in 

the IC Chip Card Virtual -Machine(IC Chip 

Card VM) to be worked normally, 

controls the input and output and other 

orders. Depending on the specifications 

of the card the kinds of support vary. The 

IC Chip Card VM interprets the byte code 

and runs it allowing the IC Chip Card 

Applications to function. The IC Chip 

Card Framework and API provide the 

environment and tools for the developer 

to create the Applet. The Applet is an IC 

Chip Card application pro gram. By 

compiling applicable codes and 

converting them to byte codes, they are 

then fulfilled by VM. There are more than 

one applet s, allowing not one but 

many functions to be used integrally.  



 

12 

Kaiser PayBanC 

 

System Procedure  

 

 

 

 

Users require FIDO(Fast Identity Online) server of user verification through Kaiser App. without additional 

device or physical wallet in any circumstances. FIDO verifies users Ś identity through biometric information 

such as fingerprint and iris. And user requires electronic signa ture through API interworking, generates HD 

keys at Secure Execution Engine BSM(Back-hardware Secure Module) where is authenticated circumstances 

and electronic signature is done through relevant keys. At that time, core keys are generated within SEE are 

never exposed to outside . At that time, core keys are generated and proceeded within BSM and which are 

never exposed to outside. Electronic signed data consists of relevant blockchain transactions and record all 

the data in the blockchain through API server . The blockchain receives transactions from API server and 

validates them. User. 
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Features 

 
Combination of High Security of Kaiser Wallet and Convenience in Server Circumstances  

User Verification (FIDO) -User Verification through Biometric Recognition(fingerprint, iris), Smart OTP  

SEE (Secure Execution Engine) -Application of Hardware Security System - Prevent logging and hacking by 

proceeding core key  only in BSM  

 

Compatibility  Security  Practicality  

-Possible to support all the coins  

-No limitation of devices  

(No need reader)  

-Apply Hardware Security System 

with SEE and FIDO 

-No Need of Delivering/Carrying  

-Easy to Use and Install  

 

Kaiser PayBanC has been upgraded the portability, while still maintaining security.  Kaiser PayBanC has 

improved convenience because it is not used as physical device like card. In other words, it is economical by 

reducing unnecessary cost and time (global shipping) because there is no need to deliver directly to users 

who don Śt need to carry.  

It also lessens the possibility of loss and damage. In case of Kaiser PayBanC, electronic signing process is 

complete inside BSM(Back-hardware Secure Module) when signature is required. From this, it shows higher 

security because it uses key only inside equipment not c oming outside. BSM itself is also a verified p roduct 

and the system of Kaiser PayBanC is composed in authenticated security circumstances.  

The compatibility is also additionally upgraded. Existing hardware wallet needs to connect cable or device 

supportin g BLE, NFC communication depending on the device you use. The PayBanC is accessible using only 

an app, without any extra device.  Finally, BSM is server-type equipment, supports much more algorithm, 

enables to establish circumstances supporting all the coin s and is extremely improved in the speed of 

processing. 

 

Lastly, various Dapp are able to be implemented in Kaiser PayBanC. Bitcoin or Ethereum users a simple and 

secure PayBanC app, and the users flow into the platform that is connected to the PayBanC secondarily. With 

Kaiser DApp tool, developers can easily implement a platform so they are able to establish their desired 

business model and coin policy.  
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Hardware Wallet SDK/API 

 

Kaiser security system project is not limited to B2C, but provides security services to companies. It provides 

interface-interworking with customer Śs own app. by using Kaiser API as well as Kaiser Wallet and App. service 

itself. Kaiser SDK, API helps minimalizing development procedures and provides interworking with custo mersŚ 

App/platform. In other words, it enables to develop customizing program for different development purpose.  

It also provides highly compatible SDK for the program Śs operating system and to widen the operating 

circumstances. 

 

 
Kaiser API  

Concept  Support for communication between Interfaces like Kaiser and other Apps  

Usage 

-Reduce complex development procedures ɣ Reduce Development Cost, Development Time  

-Interwork with its Apps. or Platforms by recycling the Kaiser API code embedded hardware 

security technology  

-ItŚs possible to develop flexible and effective program for developing purposes  

-Provide SDK for the operating system  

-SDK for IOS = Kaiser API for IOS + Document  

 

  



 

15 

Kaiser Security System Technology  

 

Kaiser Wallet Technology  

Smart OTP Authentication  
Kaiser Wallet mounted the Smart OTP on the IC Card. Smart OTP is a disposable password producer. The 

OTP number is automatically inputted once a Smart OTP card and NFC sponsored Smartphone is tagged. 

Typically, there are two kinds of Smart OTP. One is a Hardware OTP, that create OTP through private device. 

Another is Mobile Software OTP. Kaiser WalletŚs Smart OTP uses the IC ChipŚs security to make it impossible 

to copy or forge the OTP key. Smart OTP strengthens the security by collating  the blockchain 

authentication key and OTP key to make anomaly.   

 

Blockchain Mutual Authentication  

Kaiser wallet uses the Blockchain authentication process. Blockchain  authentication when a new wallet is 

created delivers to both the hardware Algorithm key and the blockchain key. Both of these keys receive a 

Eigenvalue and each of the eigenvalue of the blockchain and hardwareŚs key is saved as one block. Private 

Key use can only happen when both the hardware and blockchain keys  are matched at the same time to 

open the APP and command the use of the private key. The above technolog ies are combined and the 

mutual authentication  system is made. In other words, Kaiser Wallet combined the Blockchain 

authentication system and the hardware authentication system to create technologies that disallow  

hackers from using the key.  

 

ŜAiser  Chainŝ 

 

Please refer to page 29.  
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Auto Exchange System   

 

 

As the Coin Market continues to grow, more individuals want direct fund transfer instead of going through 

the exchange. However, if direct transfer happen between individuals, this proper protocol:  ŗA Coin Ą Sell 

Ą Cash out Ą B Coin Ą Buy.Ř This process is inconvenient and costly (paying the transaction fee twice), 

which results in going against direct transfer.  

The Auto Exchange System (AES) was born as a solution. AES eliminates the cash out process for A coin to 

transfer to B coin. It is because the AES automatically converts the A coin to B coin when it is sent. If AES is 

used, direct transfer is possible without going through the exchange.   

 

 

Kaiser Wallet uses the AES application and allows various  Coins to transfer. 

The process is simply a direct Coin A Send to Coin B without any 

interference and or double Transaction fee.  
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HD Wallet System 

Depending on the key production, there are three kinds of wallets, which are Non -deterministic wallet, 

Deterministic Wallet and Hierarchical Determinist Wallet.   

. 

- Non -Deterministic Wallet  

A wallet  that  derives random private keys. This wallet is hard to 

hack into or leak data because there is no strategy  or pattern in 

producing the keys. However, if not all the keys are backed up, 

key restoration in case of damage is impossible.  

 

 

 

 

 

- Deterministic Wallet  

A Seed Wallet. Instead of deriving random private keys like the 

non-deterministic wallet, the deterministic wallet is a system of 

deriving keys from a single starting point known as the seed. The 

private keys are produced by specific keywords with addresses. 

Therefore, the seed allows a user to easily backup and restore a 

wallet. However, if the se ed is hacked, the private keys will be 

expose 

 

 

 

 

 

 

 

 

-Hierarchical Deterministic Wallet  

The Hierarchical Deterministic Wallet is the ŗHD Wallet.Ř This wallet 

uses a Master Seed Key that produces a large quantity of address, 

which allows a new address to be produced after every coin 

transaction. This is like going to a wallet bank  and having v arious 

accounts and using them to your advantage. The existing 

cryptocurrency wall ets are a hassle because a new account needs 

to be created after every coin transaction. With the HD Wallet, the 

master seed has the various accounts so it is easier for the user to 

manage.  
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In addition, the cryptocurrency can be stored in different accounts so the wallet is more secured. The 

hierarchical deterministic wallet creates a hierarchy among the addresses and manages the accounts 

according to its status. The address with a high status has higher authority and lower status has lower 

authority. For exampl e, for address transacting with ecommerce will only allow depositing to lower the risk of 

the wallet being hacked.   

 

Hierarchical deterministic wallet is a tree structure where each node has an extended private and public key. 

Any node can have any number  of children or grandchildren. Meaning a master key could regenerate 10 

accounts in 10 different currencies each with a very high number of addresses.  

 

This is a map of how the private key is 

recovered using the Mnemonic Code words. 

The image shows that as soon as the HD 

Wallet is produced, Entropy is used to 

produce Mnemonic Code Words for future 

recovery needs. To recover a Seed, the 

Mnemonic Code Words have to be 

inputted in the function PBKDF2 so that 

512 Bit can output the same Seed.  

With Mnemonic C ode words, the user could use assigned words or random words. Brain wallet is when the 

user creates an assigned phrase or mnemonic code word. Mnemonic Code wallet is when the user chooses 

random words. It is safer to choose random words rather than assigne d words. BIP-39 prefer s the safe 

method of random words. If the HD WalletŚs seed is produced of mnemonic code word, it will be at its 

maximum potential (BIP -39 + BIP-32). To support HD Wallet, BIP -39, BIP-32 has to be supported and BIP -44 

in needed to func tion various coins.   

Kaiser Wallet supports BIP-39, BIP-32 and BIP-44, which results in the perfect HD Wallet System with Seed 

backup and recovery functions.  
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Technical principles and Authentication process  

1. Creating a h ardware  wallet  

 

The reason for the  importance in personalizing a Kaiser Wallet is through this process the Back Hardware 

and the Smart Card share the same key. With both components sharing the same key, when important 

information is saved, modified or deleted on the Kaiser Wallet, through a Smart OTP, a two way 

authentication can take place.  

 

The process of personalizing a Kaiser Wallet is the process of inputting allocated information and 

making the card their own. The allocated information does not man personal information of the user, 

but the unique information of each card. The examples of the inputted information are listed below.  

 

CSN: Chip Serial Number,  the serial number inside the IC Chip. Each IC Chip has a unique value . 

 

TSN  :  Token  Serial  Number, a serial number allocated to differentiate Kaiser  Wallet  Applet.  Each 

Kaiser Wallet has a unique value, and set when personalized.  

 

OP_KEY: Operation  Key. An operational key needed when saving, modifying or deleting information on the 

Kaiser Wallet Applet  

 

ETC: Extra information , to be added on further notice  
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The process of personalization is as follows:  

 

1. Perso Program reads the CSN from the  Smart Card. 

2. Perso Program requests the Operation Key (OP_KEY) to the  Perso Server. 

3. Perso Server uses BSM to induce the OP_KEY applicable to the CSN and receives the encrypted OP_KEY. 

The encrypted key used here is an initial key already shared with the Smart Card and BSM ensuring that 

even if the initial key is leaked, the Master Key that crea ted the OP_KEY still being safely secured, guarantees 

the security of the keys.  

4. CSN and TSN is saved on the database.  

5. Perso Program inputs the Personal data set received form the Perso server to the Smart Card  

6. The Smart Card descrambles the OP_KEY to the initial key and saves it . 

7. The Smart Card saves the personal data that has been inputted . 

8. The card number (TSN) in printed on the outside of the Smart Card  

9. The results of the personalization is uploaded to the Perso Server and changes the card status to ŗusableŘ. 

Only ŗusableŘ cards can carry out functions as a Kaiser Wallet.  

  



 

21 

2. HD SEED Generation  

 

 

The Kaiser Wallet is a cold wallet with no display. A there is no display through producing seeds through 

BIP-39, an external device with a display, most commonly a smart phone is needed. In this case if a smart 

phone is used to create seeds, there can be two  vulnerable points; one is the utilization of the AppŚs weak 

spots to extract information and the other is to use the API server to gain information.  

 

The vulnerability of an application i s that the words in the form of  text are easy to steal. This is the 

reason to why PayBanC applications use a virtual keyboard, not accepting text form words.  

To avoid these kinds of vulnerabilities in an App, if an external server is sued, information inputted by the 

user is separately encrypted which lets people such  as the server manager steal plain text forms through 

abnormal logging, making this a fatal weakness.  

 

Kaiser WalletŚs ideas to shut out these security threats are as follows:  

 

The most important factor to create SEEDs is the index list of the words and the sequence of each 

index. Through the řorder informationŚ and řsecurity imageŚ, Kaiser Wallet ensures that only the Smart 

Card and the user has the knowledge of the index list a nd order, leaving just one of the two entities 

to know this, shutting out security threats.  
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As shown in the diagram below, the Smart Card and the user gains the index list and correct order 

information, the wallet app only gets the order of the index, the  API and BSM only receives the index list. 

Through this, exclusively the Smart Card and the user share the correct SEEDs and the wallet app, API server 

and BSM produce different SEEDs, ridding the security threat.  

 

 

ɇ application number : 10 -2018-0073797 (domestic patent in progress)  

 

 

 

 

 

Kaiser WalletŚs key creation process is as follows:  

 

1. The user inputs the sequence changing information.  

2. Through řGenerate MnemonicŚ commands SEED production is requested. 

3. Through set rules a certain number of index lists are made . 

4. Depending on the sequence changing information, the order of the index list within the index 

list is changed.  

5. Using the  OP_KEY created when the card was personalized, the index list is encrypted.  

6. The encrypted index list is sent as a response to the APP . 

7. The encrypted index list is send to the API server.  



 

23 

8. Descrambling of the encrypted index list is requested to the verification server . 

9. The descrambled index list is sent as a response . 

10. A word applicable to each in dex is converted into a security image . 

*CAPTCHA:  Converting text to an image to verify whether the user is a real person or a 

computer program.  

11. The security image is sent to the APP.   

12. Depending on the sequence changing information inputted in step 1, the order of the 

security images are changed . 

13. For later recovery of the key, the user saves each word on a separate save device.  

*To check if the user has properly saved the words, the security image characteristics ensure 

that the words are inputted through a security keyboard and verifies whether the image and 

the word matches.   

14. A Complete Generate command is sent verifying the proper key registration.  

15. The final SEED is created. 
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3. Transaction  Flow  

 

A security breach that can happen during a transaction is a virus infected APP, modifying the 

inputted transaction information ( recipient  address, the number of the transmitted ) by the user. 

For example, the commas to send 1 bitcoin to A could be modified to send 100 bit coins to B. 

To solve this the Kaiser Wallet utilizes the Verify_Code. The Verify_Code checks for the 

modification of the transaction through the key BSM was given when the Smart Card was 

created, making a MAC (Message Authentication Code) with the information the user input ted 

through the BSM connected to the API Server. The specifics of this process are later discussed 

in detail.  

 

 

In the diagram the verified blockchain is a group including the API server, verification server 

and BSM; a public blockchain is blockchains th at have already been made public.  
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The transaction of a Kaiser Wallet is as follows:  

 

1. The user information needed for a transaction is inputted (type of coin,  source address, 

recipient  address, the number of the transmitted , commission ). 

2. The hash value used on the electronic signature is created . 

3. A Verify_Code is created on basis of the information inputted by the user . 

4. The App sends the signature generated hash value and Verify_Code to the Smart Card.  

5. It is checked if the transaction information inputted by the user and the Verify_Code 

matches. 

6. A key is created for HD Wallet support.   

7. Using the HD key, an electronic signature is generated.  

8. The electronic signature is sent to the App.  

9. The App sends the electronic signature to the API_server . 

10. API_Server creates the transaction and sends it to the public block.  

11. The App changes the balance according to the results of the transaction.  
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4. Authentication  Flow  

 

 

In the diagram the verified blockchain is a group including the API server, verification server 

and BSM; a public blockchain is blockchains that have already been made public.  

 

1. The user logs in using a Web page or an  Application . 

2. The App or program on a phone or a desktop get delivered the ID from the user.  

3. The App or Program demands the OTP through the Kaiser Wallet . 

4. A new OTP is created in the card . 

5. The created OTP is sent to the program or APP that requested it . 

6. The OTP and the ID is sent to a verified blockchain.  

7. The verified values that passed through the API server inside the verified blockchain 

are examined by the verification server then the results are sent to the public 

blockchain . The verified transaction is later delivered to the exterior public blockchain.  

8. The results from step 6 are each sent to the APP and the UI, then the results are signed and 

processed. 
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Technology of Kaiser PayBanC 

BSM (Back-hardware Security Module)  

Back Hardware is a computing device that provides thorough verification, digital key security and encryption 

processing. These models are traditionally provided as a plug -in card or an external device connecting 

directly to a computer or network server.  

 

Modifications, logging or others are visibly identified in Back Hardware, providing a defense 

mechanism that does not bring the whole system to a halt . Also, Back Hardware provides tainted 

evidence as a modification resistance mechanism making modification much harder and eventually leading 

to the deletion of the key when unusual activity is identified. Each model contains one or more encrypted 

security processor, modification prevention chip to prevent tampering or bus probing.  

 

The Back Hardware used for KaiserŚs two way authentication is a verified hardware security appliance, 

providing the whole networkŚs applications with encryption services. As a proven tamper prevention 

platform it carries out encryption, digital signature and supports broad choice of  applications. Also 

utilizing blockchain electrical signature algorithm ECC (Elliptical Curve Cryptography) with a separate 

chip it boasts the best handling speed of its class.  

 

The user can freely compose Back Hardware applications without the threat of external hacking as the FIPS 

140-2 level 3 verified Back Hardware internal Authentication Agent, Digital Signature Agent and 

individualized encryption process is provided.  

 

Kaiser Back Hardware 

 

Security Regulations:  

 

 ̧ FIPS 140-2 Level 2 and Level 3 verification  

 

 ̧ USvG6 verification  

 

 ̧ Common Criteria EAL4+ (AVA_VAN.5) verification  

 

 ̧ Qualified  Signature Creation Device verification  
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Safety and environment  standard regulation : 

 

 ̧ UL, CE, FCC, C-TICK, Canada ICES 

 

 ̧ RoHS2, WEEE 

 

Broad support for API, encryption algorithm and  OS 

Supportable  API 

 

 ̧ PKCS#11, OpenSSL, Java (JCE), Microsoft  CAPI  and CNG  

 

Supported encryption algorithm  

 

 ̧ Asymmetric Public Key Algorithm : RSA, Diffie-Hellman, ECMQV, DSA, KCDSA, ECDSA, ECDH 

 

 ̧ Symmetrical algorithm :  AES,  AES-GCM,  ARIA,  Camellia,  CAST,  RIPEMD160 HMAC,  SEED,  

Triple DES 

 

 ̧ Hash/ Message Digest: SHA-1, SHA-2 (224, 256, 384, 512 bit), HAS-160 

 

 ̧ A fully licensed  ECC Full suit B realization , Brain pool  and Custom  Curve included  
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3. Hyper Aiserchain & DApp   

 

Front  Area 

 
Aiserchain supports user - to -chain connections in Front Area. User authentication is a main factor in 

the front area. The core key of user authentication perform s all of the operations itself from the 

Secure Element of IC Chip that enable data to be  stored and sent . User authentica tion can be done 

through  Kaiser Wallet that support s Bluetooth and NFC communica tio n. However, if the user don Śt 

want to carry the device, user authentication can be obtained through a separate biometric  device 

(iris, fingerprint) using Kaiser PayBanC. PayBanC's key management and signature are  processed in 

the Security Execution Engine to support both security and convenience. It executes front area 

process with user authentication in Kaiser Wallet, PayBanC and enters Aiserchain through App 

Development SDK. 
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Hyper Aiserchain  

Fast processing speed of hybrid blockchain  

In a block -chain platform, integrity is very important because it is a measure of the level of security. There 

must be a lot of participants in order to have integrity. However, if the number of nodes is large, the number 

of blocks accumulated in the main chain also increases, which causes the transaction processing speed to be 

slowed down.  

 

Aiserchain has constructed a hybrid blockchain to overcome the se disadvantages. The primary processing 

takes place in a private blockchain involving only a few authorized nodes, which is based on the etherium 

quorum. Because fast conf irm speed is crucial in the payment and P2P trading functions, Aiserchain 

preferenti ally supports this environment through a private blockchain. Private blockchainŚs processing speed 

TPS (Transaction Per Second) is 300,000. In the private blockchain, the DApp chain is run separately  by side 

chain to  help speed up processing and solve prob lems easily when unstable DApp occurs. 
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The hybrid blockchain is primarily processed in the private blockchain and secures integrity and  

reliability in the public blockchain secondarily . Aiserchain's public chain is a hybrid blockchain  that 

combines the two blockchains, each chain can focus on their respective advantages.  

 

Even though  ERC20-based coins can be easily integrated into exchanges and other company Ś s wallets 

via smart contracts in the Etherium blockchain network, the disadva ntages of this system are the high 

fees (gas), The traffic symptoms in the chain, and thus the low block processing speed. In order to 

overcome such a circumstance, the third generation crypto currency attempts to build a scalable 

blockchain solution to rep lace it . But it is also difficult to overcome the security problems of 

blockchain ecosystems and hard to satisfy both users and developers  because of the limit of Scalability. 

 

Enhanced security through BSM  

Hacking in the blockchain  occurs by analyzing the patterns and weaknesses of the algorithm and 

attacking or attacking the encryption key. Aiserchain introduces BSM to prevent such risks. BSM, a 

hardware security module, is a solution that combines a hybrid blockchain and an enterp rise type 

hardware key storage system. It stores  core 

keys in BSM and performsan operation process 

on the electronic  signature and the key itself. 

When authentication and data requests are 

made in the private blockchain, the operation 

process and electroni c signatures are 

processed in the BSM, encrypted and 

transmitted to the private blockchain. Then, 

the private blockchain passes the received 

signature value to the public blockchain. 

Therefore, all Aiserchain data transmission / 

reception contents are trans mitted in encrypted form s and the attacker's access to the core key can be 

blocked at the source .. 

In general, a multi -signature method is used to overcome the security problem of the private 

blockchain. A multi -signature is an authorization method that a co-  signer is created at th e transaction  

and cannot be transmitted with one private key . It can be sent when approved by a co -signer. The 

security aspect is enhanced compared to a case where a transaction is performed with only one 

private key signature. H owever, there is a disadvantage that the waiting time for  the approval of the 
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co-signer is prolonged, and the signature process is ignored because the co -signer is not approved 

within a limited time.  

 

However, the MS (Multi & Synchro) signature provided by  Kaiser BSM is a method in which digital 

signatures occur simultaneously with multiple signatures. In the contract on the chain, the private key 

of the user and the private key stored in the BSM are  co-signers. At this time, when the private key of 

the ind ividual is approved at the transaction, the BSM processes the approval automatically. So it can 

be processed quickly and also any process is ignored due to waiting time. As a result, Aiserchain is 

able to transmit and receive data securely between private blockchain and public blockchain through 

BSM and MS signature, thereby improving security and speeding up the process by eliminating waiting 

time delay . 

 

The solution, which combines a hybrid blockchain, Aiserchain, with an enterprise  type hardware key 

storage system, is under patent , and BSM supports FIPS 140-2 Level 2 and Level 3, USvG6, Common 

Criteria EAL4 + (AVA_VAN.5) and Qualified Signature Creation Device (Certified Signature Generator), 

and comply with the regulations of UL, CE, FCC, C -TICK and Canada ICES concerning safety and 

environmental standards.  

 

It also provides open source blockchain monitoring services. The blockchain monitoring service 

operated by Bit coin and Etherium is a block chain explorer with list view method . While most 

monitorin g tools are simple explorer types, Aiserchain provides an intuitive monitoring system through 

visualization methods such as dashboards. Alert Manager also allows you to set up notification rules 

and receive notification messages . 
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DApp chain & DApp  

  

Kaiser's DApp chain ensures  stability  and the ease of DApp development as it utilizes the  Aiserchain's 

API. Aiserchain. DApp chain work s together  with h ybrid chain  forming the Aiser platform . The Aiser 

platform uses two kinds of tokens: Kaiser Coin (KISC) and DApp token. DApp tokens can be traded 

with KISC and it form s a KISC-based Aiser DApp platform . 

 

Development tool   

The most important thing in a block chain ecosystem is practical use. Kaiser provides DApp 

development environment called 'DApp Chain' for actual use and for the vitalization  of th e platform. 

The DApp chain is side -chain format  that  developers can construct  its own c hain through making use 

of Kaiser's Aiserchain API / SDK. It provides a DApp de velopment tool called Aiser -CLI (Command Line 

Interface) which supports easy development and the realization of activating the  platform.   

 

As mentioned, Aiser CLI allows DApp developers to build their own DApp  environment. The Aiser CLI 

has features such as Init, Compile, Migrate, Debug, Discard a nd so on. Developers can use these 

functions to speed up the process of development , and thereby it is possible to secure the nuber of 

users as the use of Kaiser DApp chain is spread widely . 

By using the migration of Aiser CLI, the developer can shift  the previously developed bin aries into the 

DApp chain  and this DApp chain handles coin and token related matters. In addition, DApp chain has 

Aiserchain's fast processing speed with Aiserchain's API and it gains the security with backed by BSM. 

Therefore, if you install a DApp in the Kaiser DApp chain, you can develop it more s afely and easily 

than other DA pps. 

 

Moreover , Kaiser provides a graphical DApp  development tools ( graphical tool) for non -specialists to 

widen the range of use  so that  more developers come to Aiserplatform and they  can be built  the 

ecosystem. Graphic tools make Java Scripts into functions using graphical UI. Using this function, it 

makes easier for developers to develop DApp, and  due to the wide range of DApp s that are developed 

and loaded , the diversity of the Aiser platform is expanded . 

 

In Kaiser DApp chain, KISC is used as a service fee. When DApp  creates a transaction, a corresponding 

fee is generated (eg, GAS of ETH). This fee is used as a fixed amount of KISC. The fee is paid by the 

DApp developer, not the user who generated the transaction. This may seem to be a disadvantage to 

DApp devel opers, but it is not. This is because except the standard  KISC fees generated, additional 

fees are set by the developer himself . So, the remainder fee can be the developer's profits  depending 

on the setting . In other words, unlike the ERC20 platform, which does not benefit the developer even 

if a lot  of transactions occur, the developers of Kaiser DApp  platform can take some of the 

commission  according to the amount of DApp transaction. As a result, DApp developers can generate 

additional pr ofits, such as transaction fees . And this revenue mo dels on the platform can lead to the 
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flow of DApp developers.  

 

Vitalization  plan for DApp ecosystem  

The most important thing in the block chain pla tform industry is the Vitalization  of DApp . Therefore, Kaiser 

has set up various plans to revitalize the DApp ecosystem.  

First, the most impo rtant issue in the recent block chain market is actual use. As Kaiser's ecosystem builds a 

platform supporting for real -world and hardware assets, Ka iser's DApp is also loaded with  real-world -based 

platforms. This real -world -based DApp is called MVP (Minimum Visible Product) DApp. There are several  

judging  criteria for ent ry into Kaiser's DApp ecosystem . However, the most crucial and difficult  gateway is the 

presence of MVPs. If there is a real thing, you can know the company's sales and net profit . So, in a real -life 

project, it is possible to take reasonable judgment and to calculate the token value  thereby formming  a 

reasonable price accordingly . Therefore, Kaiser's DApp ecosystem is able to build a reliable platform based 

on actual use.  

 

The second is token a nalyst. As the market for block chain  grows, the inflow to this industry has been 

increased both in experts and general investors.  However, it is obvious that non -professional inv estors are 

lacking in expertise  such as investment information, and market analysis cap abilities. Accordingly, Kaiser 

supports  the token analyst system to allow investors to invest in DApp tokens based on mo re reliable and 

credible information. Token anal ysts produce  their portfolio and  investment wrap such as general token 

analysis, market outlook  and chart analysis of DApp. Wrap is a term used by securities fi rms. If analysts think 

something  is worth  to  invest, they make them as a bundle and put it out as  one investment product . It 

provides investors with  useful information such as detailed investment description of the constituent 

stocks, reasonable rationale for the investment, and appropriate investme nt allocation. Analysts' 

investment - related information is partly paid services, which are priced at a reasonable price.  

 

Third, the DApp  development company on the Kaiser platform can invest directly in Kaiser DEX 

through IEO. IEO is an abbreviation of Initiative Exchange Offering and it refers to a project which  

invests directly in  the exchange  market . Since Kaiser owns its own DEX, the D App project team is able 

to fund the IEO through Kaiser DEX and it is able to support  the installation  in the Kaiser DApp 

ecosystem as well. Kaiser also invests in the DApp platform through its own R&D  of D ap to achieve 

the completeness and the scalability of the Kaiser DApp platform.  
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Kaiser DApp  

Charity P2P Platform  

BizblocksŚ charity platform allows the sponsor to directly give to receiver instead of going through a 

foundation. Blockchain  secures transparent  and reliable  transaction to  help improve the current issues with 

the charity system.  

 

Travel P2P Platform  

BizblocksŚ travel platform allows anyone to be a travel planner all over the world. The traveler will be able to 

select various traveling activities and purchase through this platform.  

 

Advertising P2P Platform  

BizBlox's advertising platform allows the advertiser to select and place ads anywhere in the world through 

the block chain system project. It connects advertisers and building providers directly each other  and this 

can reduce inefficiencies in public relations  and generate value added.  

 

Decentralized Cryptocurrency P2P Exchange (DEX)  

BizblockŚs decentralized cryptocurrency Exchange connects all cryptocurrency users in the world on the 

cryptocurrency  P2P platform.  

  

KISἵᶛװ 
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Public Blockchain Policy  

KISC* Mining  

                                                 *KISC (Kaiser Coin) 

KaiserŚs mining works on Cloud server and  both masternode group and general node  are carried out in two 

circles. Total KISC supply is 4 billion, the quantity for selling is 2.4 billion  (60% of total issue)and the quantity 

for company is 1.6billion(40% of total issue).  

 

Kaiser uses DPOI (Delegated Proof of Importance) consensus algorithm, evaluates the contribution by the 

liquidity of coin and contribution to the transaction and distributes coin. First, DPOI is democratic mining 

method and top 101 activated groups manage ecosystem actively, get compensated by the coin holding and 

contribution . Also, it is possible for the general nodes to participate in mining through the mining program 

provided by the company in order to hold nodes anytime, which enables to establish credible blockchain 

ecosystem. 

 

Previous mining methods such as POW, POS, DPOS must verify own equity directly , it takes much power and 

time and there is the defect that is vulnerable to 51% attack which occupy hash power. On the contrary, 

KISCŚs DPOI algorithm improved the previous ineffective ways in terms of time consuming, mining speed and 

so on . KISCŚs DPOI method pursues democratic way and high effectiveness. The general node accesses to 

mining program through Kaiser App. such as PayBanC used constantly  and desktop, takes in charge of 

mining and maintaining nodes and get compensated with KISC by some of comm ission received in DApps 

being burned. Masternode groups maintain KISC, take part in mining according to the level of contribution 

and get compensated by this. It is supposed to participate in mining In accordance with KISC ecosystem 

development and get co mpensated for that. 10% of entire mining reward comes to Kaiser, 90% comes to 

masternode groups. It encourages the masternode groups to continue in activity to provide participants who 

contribute to the activation of the ecosystem to with more chances of r eward. In masternode group policy, 

because the miner does not need to upload the server directly, the effective mining can be possible 

although the node does not mine directly and coins which masternode groups hold make the economic 

activity possible to mi ne much more coins in short time.  

  

 

KaiserŚs mining is mainly proceeded by masternode group. Masternode group is composed of 1 masternode 

and group member (participating nodes) to participate in group. 1 masternode in group is compulsory, the 

number of g roup including participating nodes can be comprised from at least 1 up to at most 50 freely. 

Such a candidate group has the activity period during 1~2 months when  it is supposed to work in order  to 

increase the points of own group.  At this time, the points  will be given on the basis of KISC holding amount 

and promotion contribution and the final 101 masternode group will be elected in the order in which the 

scores are high on the basis of certain election assessment criteria .  
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The final 101 elected mastern odes are going to start the mining reward while burning  and Kaiser supports 

exclusive explorer for masternode group  to monitor daily reward quantity by  group . The mining reward 

distributed to masternode group is supposed to distribute daily not just one ti me distribution. 10% will be 

distributed to top  10 groups daily and the remaining  90% will be distributed to the entire 101 elected 

groups. KISC a group to receive will be distributed to the masternode according to the profit ratio of 

masternode first and next the remaining amount will be distributed to the entire group members (including 

masternode) according to the individual points.  
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Masternode Group Election and Mining Rewards  
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Masternode Loan program  
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4. Kaiser Hybrid DEX 

Kaiser DEX is designed to eliminate the risk of hacking into centralized transactions through data public 

materials, which is the strength of blockchain and to apply advanced technologies in various cryptocurrencies 

trading.  

As Kaiser DEX sloves the hacking problem of centralized exchange by strengthening  security through Kaiser 

PayBanC, it provides good services like complementing the delay in making a contract at the existing 

decentralized exchange by using hybrid Aiser chain. 

Kaiser DEX 

Features 
Centralized Exchange 

Decentralized Exchange 

Previous Kaiser 

Security 

(KEY Storage) 

Store Central Network (store part 

of Hardware Decentralized)  
Store in individual hot wallet  

Hardware PayBanC 

Store in Hardware Device  

Vulnerable in Security  Still exposed to Hacking  Safe from Hacking Risk 

Speed 

Central Bookkeeping Transaction  
Individual Bookkeeping 

Transaction 
Aiser  Private Chain  (Hybrid)  

High Speed Transaction Delay Fast Transaction Matching/Cinfirm  

 

Cryptocurrencies have different values. The exchange of different values is established through main currency. 

Kaiser supports value exchange of users and transactions between users rather than service providers. First, 

safe asset storage shall be realized through Kaiser Wallet(Hardware Wallet). As a way to guarantee secure 

transactions of Kaiser Wallet, the value is established in the Aiser net with Kaiser App. and several 

cryptocurrencies. 

 

The Aiser chain has two advantages in terms of security. One is use of hardware w allet, Kaiser Wallet and the 

other is to work in the Security Zone with the dualization inside BSM or security credibility. In particular, 

Kaiser security system is called Kaiser PayBanC, which enables assets to be kept safe. Kaiser coin measures 

the ratio  as a standard at the center of exchange of many coins. It also establishes the safety step through 

blockchain authentication info rmation .. 
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Aiser chain was designed in hybrid form in combination with private chain as a complement to the delay of 

public ch ain authentication. By connecting with private chain and improving the speed, it meets the needs of 

users. It is differential from centralized private chain and composes services with much more free smart 

contract considering advantages with boundaries of wallet bank system and public chain.  

 

 
First, it is proceeded distributed transaction information is proceeded as authentication block value between 

individuals. Unlike central processing, it has the information of individual transaction in the grouped network 

as blocks, makes public to keep saf e and store decentralized. Therefore, it has all authenticated procedures 

until users transfer information of Aiser chain to public chain. The transactions are completed after they are 

transferred to public blockchain passing through the calculating desk.  
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5. Business Strategy  

The strategy to maintain upward trend of coin 

value 

Burn   

Kaiser has set the total supply and sales volume of KIS C to 4 billion and 2.8 billion, respectively.  KISC holding 

amount of Kaiser is 1.2 billion and the distribution for 1 year after listing is restricted. Unsold KISCs are all 

burned. The burning of KISC starts from the transaction f ee of Kaiser Wallet , Kaiser PayBanC and general 

purpose business platfo rm based on Aiserchain. The service fee is KISC, the 50% of the burned KISC amount 

will be filled again with mining, and the rest 50% amount will be airdropped for KISC holders.  

 

Increase in KISC value through product sales  

As expanding the sales of Kaise r Wallet and Kaiser PayBanC brings more users to Kaiser ecosystem, the 

amount of  fee and KISC burning would be increased more. I t means that a s the users are extended, KISC 

amount to buy and burn will increase, which will advance the timing and frequency of airdrop determined by 

burning. As 50% of burned KISC amount will be airdropped depending on the holding proportion, it will lead 

to increase in demand for KISC purchase and the price rise of KISC. Also, the additional burning is done 

since Kaiser purchases KISCs with all the profit of hardware wallet sales. The value of KISC coin rises faster 

and more constantly.    

 

* Kaiser fills 50% of the burned  coin with mining and airdrop, which leads to increase of coin holders' 

purchases and coin value. In order to prevent coin price decrease caused by soaring coin circulation, coins 

are distributed in stages at a rate of 20% each  limited to the coins r eceived by airdrop . 

 

Increase in KISC value through running a platform and business models  

Kaiser runs the Aiserchain-based P2P platform. Aiserchain, Kaiser's proprietary block -chain technology, runs 

platforms such as donations, travel, advertising, and t he DEX platform, and sells Aiserchain's gene ral use 

SDKs and APIs to various companies, bringing DApp and platform with different content.  The currency 

commonly used on this platform is KISC, and the platform usage fee increases as the platform becomes 

active over time. This leads to an increase in the  burn amount, and likewise leads to a coin sweep 

phenomenon of the user, which increases the value of KISC. In addition, Kaiser will increase the burns and 

speed of KISC by paying the entire cost of establishi ng a new corporation in ICT special zone with KISCs 
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through Kyrgyzstan ICT special zone business.  

Increase in KISC value in Aiserchain(mining method and consensus algorithm)  

Kaiser uses the master node mining method based on the DPOI consensus algorithm. KaiserŚs master node 

performs a mining operation in a reasonable and economical manner, which does not require a specific 

mining machine, maintenance cost, and waste  of labor . The master node acquires a 40% commission in 

exchange for performing such a mini ng operation.  

In addition, the master node is rewarded for specific services to be performed, and the master node, which 

has a lot of KISCs, is compensated for more at the airdrop time according to the Kaiser policy which 

compensates for the separate coins  depending on the amount of holdings . The master node in Kaiser 

Aiserchain is more active in compensation and benefits, so as the number of users to become master nodes 

increases, the demand for KSIC also increases and they will  tr y to increase the contrib ution score through a 

lot of transactions and by maintaining blocks. As a result, it will lead to KISC's rapid and continuous burns 

and price increases. 

In order to maintain the upward trend of coin value, KAISER will continue to build new and innovative 

security systems and various contents to develop platforms through  R&D activities and the burning  amount 

and speed will increase by extension of i ts wallet and platform users.  

 

 

 

* The mining time, duration and methods of master nodes through cloud server can change according to the 

company policy. In case of deciding the opening time of a master node based on the burned KISC amount, it 

can be changed according  to the KISC coin pri ce. So if the accurate data comes out on the basis of the 

market price of KISC coin after ICO, it will be released to users later.  
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Expected KISC consumption based on wallet sales  

 

 

Expected KISC consumption based on PayBanC sales 

 

Expected KISC consumption based on DEX trading volume  
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Expected KISC consumption based on P2P platform users  

 

 

Estimated KISC consumption by number of travel  P2P platform users  

  

 

Estimated KISC consumption by number  of advertising P2P platform companies  
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Rewards 

 

Kaiser buy KISC in the market with the remaining net profit, excluding the costs incurred from the sale of 

Kaiser hardware wallets ( Wallet PayBanC) and from  the production of products. As a result, as the sales of 

hardware wallets increase, the direct burning also increases, thus providing rewards to Kaiser ecosystem 

participants with Airdrop.  

 

 

[Burning  & Reward Policy]  

 

  



 

47 

Kaiser Membership  

Kaiser offers a variety of benefits to users around the world and maintains a Kaiser membership system to 

increase the value of KISC. Users can earn points according to their contribution level, and Kaiser will give 

users different membership ratings depending on the amou nt of points, and provides benefits accordingly.  

 ̧ Conditions and benefits by membership grade  

Membership  

grade  
Point Condition  

Benefits  

Transfer fee payback  Draw lots (Monthly ) prizes  

VIP Upper 5% 100% 1 person 
Differential payment  

(Airdrop,  

a travel voucher, 

coupon, ŏ) 

Gold Upper 5%~20% 75% 1 person 

Silver Upper 20%~40% 50% 1 person 

Bronze Upper 40%~65% 25% 1 person 

Standard  Upper 65%~100% or 0Point  0% None None 

 

 ̧ How to get the points                                                                  *K=1,000  

Point  

Element  
20 15 10 5 0 

Wallet  

PayBanC 

KISC  

Amount retained  

More than  

100K KISC 

Less than  

100K ~ 

More than  75K 

Less than  

75K ~ 

More than50K  

Less than  

50K~ 

More than 25K  

Less than 25K 

Number of 

different coin s-

holding  

More than  

40 kinds 

Less than 

40kinds ~ 

More than  

30kinds 

Less than 

30kinds ~ 

More than  

20kinds 

Less than 

20kinds ~ 

More than  

10kinds 

Less than  

10kinds 

Number of coin 

transfers  

More than 

100times 

Less than 

100times~  

More than  

75times 

Less than 

75times ~ 

More than  

50times 

Less than 

50times ~ 

More than  

25times 

Less than  

25times 

Platform (free aid, 

advertisement, travel)  

Payment price  

More than  

100K 

Less than  

100K~ 

More than 75K  

Less than  

75K~ 

More than 50K  

Less than  

50K ~ 

More than 25K  

Less than 25K  

DEX Usage Fee 
More than  

1K 

Less than  

1K~ 

More than 0.75K  

Less than  

0.75K~ 

More than 0.5K  

Less than  

0.5K~ 

More than 0.25K  

Less than 0.25K 

Create promotional content  1 point per  case 

* (Post your text, photos, and videos)  

ɂ Contribution scores are added together to give a different membership level from the following month.  

ɂ Depending on user needs and company poli cy, some conditions may change.  
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Block chain Business Strategies  

ICT Specialty  

 

Bizblocks and the Kyrgystan government have  agreed to organize the Central Asian Blockchain council where 

Russia and the central asia( Kazakhstan, Uzbekistand, Tajikistan and Turkmenistan ) take part, and signed a 

MOU between Bizblocks and the Kyrgystan government in order to set up a blockchain based E-government  

and b uild the 4th industry purposed ICT development at approximately 712 thousand  square feet site in 

Kyrgystan. 

 

4t th Industry ICT Building Construction  

Provides technical support  to build a blockchain based Industry 4.0 ., and organize a global business 

consulting  firm  and a consortium . 

Contracted to support from beginning to the end of a business including overseas marketing investment  and 

financing custo mized for each growth stage  to strengthen its business capabilities.  

 

Smart City Construction for A New Paradigm  

A business agreement  to construct a new smart city to integrate the 4th industry technologies through 

BizblocksŚ sole Aiser Chain security technology and the global network applied consortium.   

 

Forming an Electronic Government  

Introducing blockchain based e -government system, provides a dynamic start -up environment.(The 

registration of oversea incorporation is po ssible with just an E -paper.) 

It will be efficient to the company and government environment. It signed an agreement to create the safe 

and transparent E -government ecosystem.  

 

Synerg istic  Effect of Central Asia  

Central Asia companies that are part of the ICT will be allowed to create an overseas company just by 

sending over documents and creating an account for cryptocurreny. Simple as that. If a company is created 

by ICT, everything has to be paid by KISC. All e mployees have to be registered and paid out with KISC.  

 

Therefore, the purchase of KISC will be maximized all over the world not just in Rusia or Central Asia. This 

will increase the value and the price of KISC.  
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The following chart below shows the cost for starting up an enterprise and the management fees:  

 

 

< Incinerated amount of KISC  according to the number of ICT-based companies >  

 

 

 

As the number of ICT based companies increases, the demand for KISC will increase. Along with the rise in 

KISC value, it will make the speed of incineration faster and increase the number of airdropping, which will 

lead to the exponential profit increase by airdrops.  

 

 

 

Smart Transportation Card System  

Implement and manage transportation card system of Kyrgyzstan  

The purpose of this project is to advance the culture of public transportation use, prevent illegal riding and 

cash extortion and achieve the transparency of transportation income.  

IT solution (IC chip + smart card) is enabled for locally running 300~400 buses and the scope will be 

gradually extended. By implemening a turn Key system, we Śll support the transaction settlement agent and 

service operation.  












